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COMPUTER NETWORK & ADMINISTRATION 

Data communication is a complex communication phenomenon compared to conventional voice 

communication. Various media for communication are used now-a-days. Data communication 

requires pre-defined protocols by virtue of which data can be communicated between computer 

system having different architecture. Specialized network devices are designed to suit different 

network architecture & topology. Data communication through computer networks need 

administration of networks for efficient operation & management. 
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1.0.Basic Of Data Commun icati on 

Contents  

1.1 Introduction to Data Transfer 

1.2 Asynchronous & Synchronous Transmission 

 

1.1 Introduction to Data Transfer 

�¾ Data Communication is the exchange of d
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Hardware -The types of hardware included in a network effect both speed and capacity 

of transmission. 

Software- It used to process the data at the sender, receiver and intermediate node 

also. 

�¾ The Network reliability is measured by the following factors 

Frequency of fa ilure- All networks fail occasionally. 

Recovery time of a  network  after  a failure- How long does it take to restore service? 

A network that recovery quickly 

Catastr ophe- A network must be protected from catastrophic events such as fire,  

earthquake or theft. 

�¾ Network security issues include protecting data from unauthorised access and viruses. 

Unauthorised access for a network to be useful, sensitive data must be protected from 

unauthorised access. Viruses A good network is protected from viruses by hardware and 

software designed specifically for that purpose   

Digital data transmission  

�¾ Data transfer  is the manner in 

which data is sent over the 

underlying medium. 

�¾ Transmission modes can be 

divided into two fundamental 

categories: 

1. Serial transmission  

2. Parallel transmission  

Parallel transmission  

�¾ Parallel transmission allows 

transfers of multiple data bits at the 

same time over separate medium. 

�¾ Parallel transmission is used with a 

wired medium that uses multiple, independent wires. 

�¾ The signals on all wires are synchronized so that a bit travels across each of the wires 

at precisely the same time. 

�¾ In fig there are 8 wires used to send 8 data bits at the same time 

 

Advan tages  

�¾ High speed: it can send N bits at the same time a parallel interface can operate N times 

faster than an equivalent serial interface. 
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�¾ Match to underlying hardware: Internally, computer and communication hardware uses 

parallel circuitry; a parallel interface matches the internal hardware well. 

Serial transmission  

�¾ Serial transmission sends one 

bit follows another. 

�¾ Most communication systems 

use serial mode 

�¾ We need only one 

communicating channel rather 

than n to transmit between two communicating device 

Advantages  

�¾ Serial networks can be extended over long distances at much less cost . 

�¾ Using only one physical wire means that there is never a timing problem caused by one 

wire being slightly longer than another. 

Serial transmission mechanisms can be divided into two broad categories  

  

1. Asynchronous transmission  

2. Synchronous transmission  

 

Asynchronous  transmission  

�¾ Small blocks of bits are sent at a time without any time relation between consecutive 

bytes .when no transmission occurs a default state is maintained corresponding to bit 1.  

�¾ Due to arbitrary delay between consecutive bytes, the time occurrences of the clock 

pulses at the receiving end need to be synchronized for each byte.  

�¾ This is achieved by providing 2 extra bits start and stop. 

�¾ Start bit:  Without a synchronizing pulse, the receiver can’t use timing to predict when 

the next group will arrive. To alert the receiver to the arrival of a new group, therefore an 

extra bit is added to the beginning of each byte. This bit usually  a 0,is called a start bit 

�¾ Stop bit:  To ensure the 

receiver know that the 

byte is finished; one or 

more additional bits are 

appended to end of the 

byte. These bits, usually 

1s,are called stop bit 
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Synchronous  Transmission  

�¾ In Synchronous transmission, we send bits one after another without start/stop bit or 

gapes. It is the responsibility of the receiver to group the bits.  

�¾ The advantage of the synchronous transmission is the speed. With no extra bits or gaps 

to introduce at the sending end and remove at the receiving end. Byte synchronization is 

accomplished in the data link layer  
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2.0  Reliable Data Transmission  

Contents  

2.1  Data Transfer rate, channel capacity 

2.2  Packet Switchining 

2.3  Datagrams and virtual circuits 

2.5  Different methods of Error Detection, Error Recovery or Error Correction, Flow Control 

Data Transfer rate  

�¾ The data transfer rate (DTR) is the amount of digital data that is moved from one place 

to another in a given time. In general, the greater the bandwidth of a given path, the 

higher the data transfer rate. 
 

�¾ In computers, data transfer is often measured in bytes per second. The highest data 

transfer rate to date is 14 terabits per second over a single optical fiber, reported by 

Japan's Nippon Telegraph and Telephone (NTT Do Como) in 2006. 

Channel Capacity  

�¾ In computer science the term channel capacity refers to the maximum data (information) 

that can be supported by the communication media connected to the systems in the 

network. 

�¾ In simple words it indicates data traffic of channel(channel like co axial cable or optical 

fiber or any transmission media) 

�¾ the Shannon–Hartley theorem states the channel capacity C, meaning the theoretical 

tightest upper bound on the information rate of clean data that can be sent with a given 

average signal power S through an analog communication channel subject to additive 

white Gaussian noise of power N, is: 

�%= �$�H�K�C2 �@1 +  
�5

�0
�Awhere 

1. C is the channel capacity in bits per second; 

2. B is the bandwidth of the channel in hertz ; 

3. S is the average received signal power over the bandwidth measured in watts ; 

4. N is the average noise or interference power over the bandwidth, measured in 

watts;S/N is the signal-to-noise ratio (SNR) or the carrier-to-noise ratio (CNR) of the 

communication signal to the Gaussian noise interference expressed as a linear 

power ratio (not as logarithmic decibels). 
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�¾ Nyquist rate: In 1927, Nyquist determined that the number of independent pulses that 

could be put through a telegraph channel per unit time is limited to twice 

the bandwidth of the channel. In symbols 

 

�¾ where fp is the pulse frequency and B is the bandwidth (in hertz). The quantity 2B later 

came to be called the Nyquist rate, and transmitting at the limiting pulse rate of 

2B pulses per second as signalling at the Nyquist rate.  

�¾ Nyquist published his results in 1928 as part of his paper "Certain topics in Telegraph 

Transmission Theory." 

 

2.2 Switching  

�¾ A switched network consist of a series of interlink nodes called switches. 

�¾ Switches are devices capable of creating temporary connection between two more 
devices linked to the switch. 

�¾ Switched networks are divide into three broad categories : 

1. circuit switched network 

2. packet-switched network 

3. .Message-switched network 

circuit switched network  

�¾ A circuit switched network consist of a set of switches connected by a physical link. 

�¾ A connection between  two station is a dedicated path made up one or more links.  

�¾ Each link is normally divided into n channels by using FDM or TDM. 

Message- switched network  

�¾ In message switching, each switch stores whole message and forward it to the next 
switch. 

2.2Packet Switch ing  

�¾ Packet switching can be used as an alternate to circuit switching. In the packet switched 

networks, data is sent in discrete units that have variable length. They are called as 

packets. There is a strict upper bound limit on the size of packets in a packet switch 

network. The packet contains data and various control information. 
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�¾ The packet switched networks allow any host to send data to any other host without 

reserving the circuit. Multiple paths between a pair of sender and receiver may exist in a 

packet switched network.   

�¾ One path is selected between source and destination. Whenever the sender has data to 

send, it converts them into packets and forwards them to next computer or router. The 

router stores this packet till the output line is free. 

�¾ Then, this packet is transferred to next computer or router (called as hop). This way, it 

moves to the destination hop by hop. All the packets belonging to a transmission may or 

may not take the same route. The route of a packet is decided by network layer 

protocols. 

Types of Packet Switching  

The packet switching has two approaches: Virtual Circuit approach and Datagram approach. 

Datagram s  

�¾ In datagram packet switching each packet is transmitted  in any order. 

�¾  Every packet contain full packet of source and destination. Every packet is treated as 

individual, independent transmission. 

�¾ Even if a packet is a part of multi-packet transmission the network treats it as though it 

existed alone. Packets in this approach are called datagrams.   

�¾ Datagram switching is done at the network layer. Figure show how a datagram approach 

is used to deliver four packets from station A to station X. All the four packets belong to 

same message but they may travel via different paths to reach the destination i.e. station 

X. 

                               

 

 

 

http://ecomputernotes.com/fundamental/introduction-to-computer/what-is-computer
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�¾ Datagram approach can cause the datagrams to arrive at their destination out of order 

with different delays between the packets.  

�¾ Packets may also be lost or dropped because of lack of resources. The datagram 

networks are also referred as connectionless networks. Here connectionless means that 

the switch does not keep information about connection state. There are no connection 

establishment or tear down phases. 

�¾ The datagram can arrive at the destination with a different order from the order in which 

they were sent. The source and destination address are used by the routers to decide 

the route for packets. Internet use datagram approach at the network layer. 

 Virtual Circuit  

�¾ All the packets belonging to a message are preserved in order. 

�¾ A single route is chosen between sender and receiver at the beginning of the session. 

�¾ All packets transmitted one after another along that route 

�¾ Virtual circuit transmission is implemented in two formats: 

1. Switched Virtual Circuits (SVC) 

2. Permanent Virtual Circuits (PVC) 

Switched Virtual Circuits (SVC)  

�¾ It can be compared to dial up lines in circuit switching. 

�¾ In this method, a virtual circuit is created when it is needed and exists only during the 

transmission. 

�¾ Suppose  station A wants to send three packets to station X. 

�¾ First  station A request to establish the connection to station X.  

�¾ Once the connection takes place, the packets are sent one after another in a sequential 

order. 

�¾ When the last packet is received, the station A is acknowledged and the connection is 

released. 

�¾ Each time when A whishes to communicate with X a new route is established. 
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Permanent Virtual Circuits (PVC)  

�¾ It can be compared to leased lines in circuit switching  

�¾ In this method the same virtual circuit is provided between two users on a continues 

basis. 

�¾ The circuit is dedicated to specific users. 

�¾ Hence connection establishment and connection termination are not required 

 

Different methods of Error Detection, Error Recovery or Error Correction  

 

�¾ Error means a condition when output 

information is not same as input 

information.  

�¾ When transmission of digital signals 

takes place between two systems 

such as a computer, the transmitted 

signal is combined with the "Noise".  

�¾ The noise can introduce an error in the binary bits travelling from one system to other. 

That means 0 may change to 1 or a 1 may change to 0.Error must be detected and 

corrected. 

Types of errors  

There are mainly two types of error occures 

�¾ Single bit error:  
In a single bit error, only one bit in the data unit has changed. 
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�¾ Burst error:  
A burst error means two or more bits in the data unit have changed 
 
 

 
 
 
 
 
 
Detection  

�¾ The parity checking at the receiver can detect the presence of an error if the parity of the 

receiver signal is different from the expect parity.  

�¾ That means if is known that the parity of the transmitted signal is always going to be 

"even" and if the received signal has an odd parity then the receiver can conclude that 

the received signal is not correct.  

�¾ If presence of error is detected then the receiver will ignore the received byte and 

request for retransmission of the same byte to the transmitter. 

 
Redundancy  

�¾ All error detection/correction methods are based on redundancy. The redundancy bits 

are added with data, and then data with redundancy bit sent from source to destination. 

At the destination end using checking function check the data is correct or not, if correct 

then accept else reject.   
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Error Detection  

 

�¾ Four types of redundancy checks are used in data communication 

1. Vertical Redundancy Check (VRC) 

2. Longitudinal Redundancy Check (LRC) 

3. Cyclic Redundancy Check (CRC) 

4. Checksum 

Vertical Redundancy Check (VRC)  

�¾ The most  common and least expensive mechanism for error detection.In this technique 

a redundant bit, called a parity bit, is appended to every data unit. There are two types of 

parity bit used 

1. Even parity  -- Even parity means the number of 1's in the given word including the 

parity bit should be even (2,4,6,....). 

2. Odd parity  -- Odd parity means the number of 1's in the given word including the parity 

bit should be odd (1,3,5,....). 

Use of Parity Bit  

�¾ The parity bit can be set to 0 and 1 depending on the type of the parity required. 

�¾ For even parity this bit is set to 1 or 0 such that the no. of "1 bits" in the entire word is 

even.  

 

 

 

 

 

 

 

�¾ For odd parity this bit is set to 1 or 0 such that the no. of "1 bits" in the entire word is odd.  

�¾ Append a single bit at the end of data block such that the number of ones is even.VRC 

is also known as Parity Check  

�¾ Performance: 

�ƒ Detects all odd-number errors in a data block 

 
Longitudinal Redundancy Check (LRC)  
 
In longitudinal redundancy check, a block of bits is divided into row and redundant row of bits, is 
added to a whole block 
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Original data11100111    11011101    00111001    10101001 

 

�¾ Organize data into a table and create a parity for each column 

�¾ Then attach eight parity to the original data and send them to the receiver. 

�¾ At the receiving end, the receiver checks LRC using same method, some of the bits do 

not follow the even parity rule and the whole block is discarded. 

�¾ Some error patterns remain undetected: 

o e.g. 2 bits in the same position but in different rows change their values 

�¾ Performance: 

o LRC detects burst errors better than VRC 

Cyclic Redundancy Check(CRC)  

�¾ It is most powerful method for error detection. 

�¾ A sequence of redundant bits, called the CRC or the CRC reminder is appended to the 
end of a data unit. 

�¾ CRC must have exactly one less bit then the divisor, and appending it to the end of the 
data string. 

�¾ There are three basic steps used 

1. A string of n 0s is appended to  the data unit. The number n is one less than the 
number of bits in the predetermined divisor, which is n+1 bits  

2. The newly elongated data unit is divided by a divisor using a process called a 
binary division. The reminder resulting from this division is the CRC. 
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3. The CRC of n bits is derived in step2 replaces the appended 0s at the end of the 
data unit.    

 

�¾ Atahe 
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Polynomials  

�¾ It is most often represented not as a string of 1s and 0s,but as an algebraic polynomial. 

�¾ A polynomial is  x6+x4+x3+x+1 

�¾ The polynomial format is useful for two reasons 

1. It is short 

2. It can be used to proof the concept mathematically 

�¾ Associate bits with coefficients of a polynomial 
 

 

 

 

 

 

 

 

 

Checksum  

 

�¾ Check sum is the method  usedfor error detection mechanism. Checksum is used in the 

upper layers, while Parity checking and CRC is used in the physical layer. Checksum is 

also on the concept of redundancy. 

�¾ In the checksum mechanism two operations to perform. 

Checksum generator  

�¾ Sender uses checksum generator mechanism. First data unit is divided into equal 

segments of n bits. Then all segments are added together using 1’s complement. Then it 

complements ones again. It becomes Checksum and sends along with data unit. 

�¾ Exp: If 16 bits 10001010 00100011 is to be sent to receiver. 

So the checksum is added to the data unit and sends to the receiver. Final data unit is 

10001010 00100011 01010000. 

Checksum checker  

�¾ Receiver receives the data unit and divides into segments of equal size of segments. All 

segments are added using 1’s complement. The result is completed once again. If the 

result is zero, data will be accepted, otherwise rejected. 

�¾ The final data is nonzero then it is rejected. 
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Error Correction  

Error correction is handled by two ways 
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• check bit r2 covers bits 2, 3, 6, 7, 10, 11,  

• check bit r4 covers bits 4, 5, 6, 7, 12, 13, 14, 15,  

check bit r8 covers bits 8, 9, 10, 11, 12, etc. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

�¾ Calculating the values of the r-bits in sender side. 

�¾ In first step, weplace each bit of the original character in its appropriate position in the 11 

units. 
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�¾ In the subsequent step we calculate the even parities for the various bit combinations. 

�¾ The parity value for each combination is the value of the corresponding r bit. 

�¾ For example,the value of r1 is calculated to provide even parity for a combination of bits 

3,5,7,9 and 11.the value of r2 is calculated to provide even parity with bits 3, 6,7,10 and 

11. the value of r4 is calculated to provide even parity with bits 4,5,6 and 7. The value of 

r8 is calculated to provide even parity with bits 8,9,10 and 11. 

 

 

 

 

 

 

 

 

 

 

Error detection and correction  

�¾ The number 7 bit has been changed from 

1 to 0. 

�¾ The receiver takes the transmission and 

recalculates 4 new VRCs using the same 

sets of bits used by the sender plus the 

relevant parity(r) bit for each set. 

�¾ Then it assembles the parity values into a 

binary number in order of r position (r8, r4, 

r2, r1). 

�¾ In our example this step gives us the 

rrrrrrrrr  
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�¾ The receiver acknowledges only some of the frames using a single ACK to conform the 

receipt of multiple data frames 

�¾ In sliding window method of flow control, several frames can be in transit at a time. 

�¾ Sliding window refers imaginary box at both the sender and receiver. 

�¾ This window can hold frames at either end and provides an upper limit on the number of 

frames that can be transmitted before requiring an ACK.  

�¾ Frames may be 

acknowledged at any point 

without waiting for the 

window to fill up and may be 

transmitted as long as the 

window is not yet full. 

�¾ To keep track of which 

frames have been 

transmitted and which 

received, sliding window 

introduces the identification scheme based on the size of the window. 

�¾ The frames are numbered modulo-n, which means they are numbered from 0 to n-1. 

�¾ For example, if n=8 the frames are numbered 0,1,2,3,4,5,6,7,0,1,2,3,4,5,6,7,0,1,...... 

The window is n-1 . 

�¾ When the receiver sends an ACK , it includes the number of the next frame it excepts to 

receive. 

�¾ In other words to acknowledge the receipt of a string of frames ending in frame 4,the 

receiver sends an ACK containing the number 5. 

�¾ When the sender sees an ACK with the number 5, it knows that all frames up through 

number 4 have been received. 

 

Sender Window  

 

�¾ At the beginning of the transmission the senders window contains n-1 frames.  

�¾ As frames are sent out the left boundary of the window moves in word, shrinking the size 

of the window. Given the window of the size w, if three frames have been transmitted 

since the last ACK, then the no of frames left in the window is w-3. 

�¾ Once an ACK arrives the window expands to allow in a number of new frames equal to 

the no of frames acknowledged by that ACK. 
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�¾ Conceptually the sliding window of the sender shrinks from left when frames of data are 

sent, the sliding window of the sender expands when ACK are received. 

 

Receiver  window  

 

�¾ At the beginning of transmission, the receiver window contains not n-1 frames but n-1 

spaces for frames. 

�¾ As new frames come in the size of the receiver window shrinks.  

�¾ The receiver window therefore represents not the no of frames received but the no of 

frames that may still be received before an ACK must be sent. 

�¾ Given a window size of w, if three frames are received without an ACK being returned, 

the no of spaces in the window is w-3. 

�¾ As soon as an ACK is sent the window expands to include places for a no of frames 

equal to the no of frames acknowledged. 

�¾ Conceptually, the sliding window of the receiver shrinks from the left when frames of 

data are received. The sliding window of the receiver expands to the right when  ACKs 

are sent. 
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CNA Sample questions 
Short Question-2 mark 

1.  What is data transfer rate? 
2.  What is parallel transmission? 

3.  Write two advantage of parallel transmission? 
4.  What is serial transmission? 
5.  Give the name of  different serial transmission with an example? 
6.  Write two advantage of serial transmission? 
7.  What is synchronous transmission? 
8.  What is asynchronous transmission? 
9.  Give two advantage & disadvantage of asynchronous transmission? 
10. What is data channel? 
11. What is channel capacity? 
12. What is switching? Give the name of different switching circuit? 
13. What is packet switching? 
14. What is circuit switching? 
15. What is datagram? 
16. Give the name of different phase of virtual circuit? 
17. Explain flow control. 
18. Write three conditions for error correction and error detection? 
19. How encoder and decoder will work for error correction? 
20. Define dataflow. 
21. What is networking? Write two advantage & disadvantage of networking? 
22. What are the different criteria for networking? 
23. What is half duplex? 
24. What is full duplex? 
25. What is simplex? 
26. Give the name of one connector and explain its work? 
27. How the modems are work? 
28. What is multiplexing? Mention the name of different multiplexing? 
29. Write the work of multiplexer and multiplexor? 
30. What is bandwidth? 
31. What is FDM? Which signal technique is used for FDM? 
32. What is TDM? Which signals are transmitted in case of TDM? 
33. Explain WDM. 
34. What is demultiplexing? 
35. What is SDM? How it is flexible? 
36. Explain CDM. 
37. What are the different types of network model? 
38. Explain about LAN, WAN, MAN shortly. 
39. What are topologies? Give the name of different types of topology? 
40. What is mesh topology? 
41. What is bus topology? How many bus topologies are there? 
42. Write the work of tap or connector? Which topology is best for tap or connector? 
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43. Which types of signals are transmitted in case of circuit switching and packet switching? 
44. What is structured wiring system? 
45. How many type of copper cable are used and what are those? 
46. Write the work of coaxial cable? 
47. What is shielded twisted pair cable? 
48. What is unshielded twisted pair cable? 
49. How the fiber optic cables are made? Which signals are transferred in fiber optic cable? 
50. What is OSI reference model? Give the name of 7 layer of OSI model? 
51. How the data are transmitted in case of physical layer and how the data bits are send in 

case of data link layer? 
52. Which type of protocols is used for transport layer? 
53. What is the work of presentation &session layer? 
54. What is the work of application layer? 
55. Which protocols are used for application layer? 
56. Write some advantage of layering & existing standard? 
57. What is signal? 
58. What is signaling base band? 
59. What is NRZ &RZ? 
60. Write two difference between NRZ-L & NRZ-I? 
61. What is Manchester encoding? 
62. What is differential Manchester encoding? 
63. What is error? How many type of error is there and what are those? 
64. What is modulation technique? Write the name of different modulation technique? 
65. Define broadband. 
66. Define carrier band. 
67. Write two differences between broadband & carrier band? 
68. What is token ring? 
69. What is token passing? 
70. What is the work of token bus? 
71. Define demand priority. 
72. What is fast switching? 
73. Write some points on IEEE 802.3, IEEE 802.4 &IEEE 802.5? 
74. Define ATM. 
75. How the FDDI will work for network? 
76. Define frame relay. 
77. Define X.25. 
78. Write two differences between TCP and UDP? 
79. Why TCP/IP is so called connection oriented? 
80. Why we use repeater? 
81. What is the work of router? 
82. What is gate way? 
83. Write the work of modem? 
84. Define IP format. 
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LONG QUESTION (6 Mark) 
1.  What is data transfer rate? Explain different types of data transmission with diagram. 
2.  Define data transfer, data transfer rate, data channel & channel capacity. 
3.  What is switching? Explain about different types of switching circuit. 
4.  What is error? What are the different types of methods are used for error detection? 
5.  Explain error correction method briefly using one example. 
6.  How error recovery will do explain it briefly? 
7.  Explain serial and parallel connection with diagram. Write the advantage of serial and 

parallel connection? 
8.  What is data flow? Explain half duplex, full duplex and simplex briefly. 
9.  What is multiplexing? Define various types of multiplexing. 
10. Write the short note on SDM and CDM? 
11. What is network? Explain about network user briefly. 
12. Define central server and print server neatly. 
13. Discuss about LAN environment with WAN and MAN? 
14. What is directory? Explain the work of directory service. 
15. What is networking? Write the different advantage & disadvantage of   networking briefly? 
16. What is topology? Discuss about various types of topologies? 
17. Define structured wired system briefly? 
18. Why copper cable is required for networking? Explain co-axial cable briefly? 
19. What is the work of twisted pair cable? Explain UTP & STP. 
20. Write the work of fiber optic cable? Define where it is used? 
21. What is OSI reference model? Explain the 7 layers of OSI model briefly. 
22. Describe about different line coding scheme? 
23. Write the several difference between NRZ-L & NRZ-I? 
24. Define Manchester encoding and differential Manchester encoding scheme? 
25. Give the short note on 

1.  Signaling baseband 
2.  Broad band 
3.  Carrier band 

26. What is modulation? Explain about different modulation technique briefly. 
27. What is CSMA? Discuss about various types of CSMA with diagram? 
28. What is CSMA? Define CSMA/CD & CSMA/CA with flow chart. 
29. Give the short note on:- 

1.  Token passing 
2.  Token ring 
3.  Token bus 
4.  Slotted ring 

30. Define about demand priority and fast switching. 
31. Explain IEEE 802.5. 
32. Explain IEEE 802.6 briefly. 
33. Explain the work of FDDI. 
34. Define asynchronous transfer mode (ATM) briefly. 
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35. Write the work of frame relay? 
36. Define repeater, bridge, router and gateway with example briefly. 
37. Define the work of public network. explain about X.25. 
38. Give the 6 difference between TCP & UDP? 
39. Define error control with example briefly. 
40. Explain TCP/IP protocol suite with IP address format with neat diagram. 

 
 

LONG QUESTION (8 marks) 
1.  What is data transfer rate? Explain about the different data transmission with neat diagram. 
2.  Define switching. Discuss about the various type of switching circuit with suitable example? 
3.  What is packet switching? Explain datagram and virtual circuit switching network. 
4.  Explain error detection method with suitable example briefly. 
5.  What is error? Explain error control mechanism briefly. 
6.  What is data flow? Explain about simplex, half-duplex, full-duplex and parallel connection 

briefly. 
7.  What is multiplexing? Discuss about various type of multiplexing with neat diagram? 
8.  Define network users. Explain print server and central server. 
9.  Define LAN environment with WAN & MAN. 
10. Give the sort note on:- 

a)  Device sharing 
b)  Directory service 
c)  Central server 
d)  Print server 

11. What is networking? Discuss various advantage and disadvantage of networking? 
12. What is topology? Explain different types of network topologies with neat diagram briefly. 
13. What is twisted pair cable? Explain UTP & STP properly. 
14. What is OSI reference model? Explain about 7 layer of OSI model. 
15. Explain line coding scheme briefly. 
16. Define Manchester encoding and differential Manchester encoding scheme. 
17. Define CSMA? Explain about the different types of CSMA with diagram. 
18. Explain CSMA with collision detection. 
19. Explain CSMA with collision avoidance. 
20. Write the short note on:- 

a) Token passing 
b) Token ring 
c) Token bus 
d) Slotted ring 

21. Explain about different LAN standard with example briefly. 
22. Discuss frame relay and asynchronous transfer mode with neat diagram? 
23. What do you mean by repeater? Explain the work of router and gateway. 
24. Explain the work of X.25 for networking with diagram. 
25. Explain about TCP/IP protocol suite briefly with neat diagram. 
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